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Policy Development


IDN Policy Issues - discussion paper

Background

Technical tests of two approaches to the insertion of internationalized domain name (IDN) labels into the root zone of the DNS are currently being developed within the ICANN President’s Advisory Committee that has been established to discuss key IDN implementation issues. The intention to perform the tests along with a timeline was publicly announced on 14 March 2006, see http://www.icann.org/announcements/announcement-14mar06.htm 
The outcome of the technical tests will provide information to address and reform policy questions that need to be addressed. The tests will include the insertion of IDN labels into the root zone of the DNS by the following two approaches:
· DNAME records – this approach provides an alias designation for an entire domain by mapping a new domain onto another that already exists. For an existing TLD, this corresponds to the use of a punycode
 string to provide an internationalized alias designation for that TLD using a DNAME record in the root zone. 

· NS-records – this approach permits the insertion of an internationalized label (in punycode) in the root zone without the duplication of a pre-existing sub domain structure. 

These two approaches are not mutually exclusive. DNAME records imply a situation where the operator of an existing TLD would map it into some other script equivalent, either synonymous to or a transliteration of the original TLD. NS records imply the creation of a new TLD that can be proposed by any entity regardless of whether it is currently operating a top-level domain or not.
While recognizing that it would be premature to anticipate the outcome of these tests, discussions have emerged in parallel on how to address related policy issues. The GNSO has requested an issues report to this end. This discussion paper is a precursor for such an issues report and should be read with the understanding that any outcome of ongoing policy issue discussions would be conditional upon the viability of necessary technical solutions. A key background for this discussion paper is the GNSO Council resolution of 2 December 2005:

“WHEREAS, the GNSO Council recognises that one of the goals of ICANN is to increase the internationalisation of the domain name space.

WHEREAS, the GNSO Council wishes to liaise closely with the ccNSO with respect to the issue of localised IDN equivalents of existing gTLDs and ccTLDs, and for the purpose of jointly requesting an issues report

The GNSO Council requests that the staff produce an issues report on the policy issues associated with creating internationalised equivalents of existing gTLDs, and second level domains within existing gTLDs.

The GNSO also requests that the staff liaise with the ccNSO to ensure that the policy issues associated with internationalised versions of the existing ccTLDs can also be considered.”

The requested issues report will be drafted based on the above resolution and on the outcome of the discussions around the present document. 

Potential policy issue areas

The issue areas below are drafted from a policy perspective, but it is clear that technical aspects will influence the discussions and that interaction is desirable among ICANN entities that address IDN aspects from different perspectives.  The adherence to ICANN’s mission and core values as stated in the ICANN Bylaws, Article I, is an obvious foundation for any policy considerations. The structure and grouping of issue areas below is only indicative, as iterations may be called for in the policy development
1. Is it from a policy standpoint advisable to create internationalized equivalents of existing gTLDs? 
Considerations can be made from, for example, end-user perspectives, public policy perspectives and logistical administrative perspectives. Sample issues to consider may include (not exhaustive and not in priority order):
· How could an introduction of internationalized equivalents of existing gTLDs best promote competition and choice for end-users? Would overall risks for confusion
 decrease or increase? 
· How could translation and/or transliteration of existing gTLDs reasonably be carried out? 
· What are the advantages and drawbacks of having a gTLD (<.tld>) and its internationalized equivalent (<.idn-tld>) in the same gTLD or in two different gTLDs? 
· In particular, is there a policy preference to have domain names under <.tld> and <.idn-tld> resolve to the same website or to different sites? 
· Ancillary aspects are whether <idn-domain>.<idn-tld> should be the same as <idn-domain>.<tld>, whether the registrant of <domain>.<tld> also should have <domain>.<idn-tld> and similar aspects regarding combinations with <idn-domain>.<tld> and <idn-domain>.<idn-tld>? 

· Would any or both of the two approaches under consideration for technical tests lead to overall satisfactory results from a policy perspective?
2. If the answer to 1 is affirmative, what procedures, rules and conditions should apply for the internationalized equivalents of existing gTLDs? 
Considerations and determinations could be made regarding, for example, proposal and decision processes, allocation methods, restrictions, administrative aspects, dispute resolution and launching phase aspects. Sample aspects may include:

· What selection and approval processes should apply for translation and/or transliteration of of an existing <.tld> to its script equivalents <.idn-tld>? Should any transliteration be phonetic or definitional/literal? Should a registry be able to determine its own equivalents, subject to an approval process involving the community including governments? How should public policy aspects be reflected in such a process
?
· If more than one applicant apply for the same IDN top-level label, on what grounds should a single applicant be selected?
· Should there be a limit on the permissible number of IDN top-level labels per existing gTLD? 
· How should conflicts between a proposed internationalized equivalent of an existing gTLD and a trademark be resolved? Should a specific dispute resolution mechanism be in place to determine such conflicts?
· Should an entity other than the existing gTLD registry be entitled run the IDN equivalent of this gTLD
? If so, under what policies should the ‘new’ registry manage the .idn-tld? 
3. What effects on IDN and non-IDN domain names at the second level in internationalized equivalents of existing gTLDs require policy considerations? 
Considerations may include aspects like:
· To what extent are current policies adequate? What modifications of the existing UDRP are required to address disputes concerning IDN labels? Are modifications needed to facilitate usability of WHOIS information for end-users with different scripts?

· Provided that an internationalized equivalent of a gTLD exists as <idn.tld> in some script, should there be a policy for what script(s) may be used at the second level, such as <idn-domain>.<idn-tld>?
The above examples of issue areas and aspects are not exhaustive. There are certainly other IDN aspects to consider that may affect policy preferences, like email interoperability, browser appearance of various identifiers etc. However, many such aspects are intimately linked to technical functionalities and not necessarily in the primary focus of policy considerations.

4. Is the current policy development approach regarding IDN sufficient?

The GNSO Council resolution mentioned above does not address the potential introduction of wholly new IDN gTLDs, unrelated to existing gTLDs, nor is this aspect explicitly addressed in the new gTLD PDP. This may call for a discussion and, possibly, a clarification or modification. 
� Punycode is a bootstring encoding that will convert the local characters in a domain name into the limited character set that is supported by the DNS. The encoding is applied to each component of a domain name and a prefix 'xn--' is added to the translated Punycode string. For example, the first component of the domain name rødgrødmedfløde.dk becomes ‘xn--rdgrdmedflde-vjbdg’ in Punycode, and therefore the domain is represented as xn--rdgrdmedflde-vjbdg.dk. This kind of encoding would apply for top-level labels with characters from non-Latin scripts.


� DNAME may largely reduce user confusion risks as the user will reach the same domain for <domain>.<tld> as for <domain>.<idn-tld>. Such confusion risks may otherwise be particularly high for right-to-left scripts like Arabic and Hebrew.


� ISO 3166 provides for translations of its labels into other scripts, of relevance for ccTLDs and an aspect to take into account when considering gTLD translations. 


� gTLDs with eligibility requirements may need special consideration in this regard.
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