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Introduction 

In the latter half of 2003, registry operators introduced new registry services at the registry level of the domain name system (DNS) without notice to Internet users. 

The Internet Community has called for a defined, predictable process for the consideration of new services or other such changes in the architecture or operation of a gTLD registry prior to any changes being introduced. The Commercial and Business User Constituency (BC) supports this call wholeheartedly.

Commercial and Business User Interest

Stability and security of the DNS core of the Internet provides the platform for innovation 

Business users are today engaged in building, networks, services and applications at the "edge" of the DNS. Reliable, stable and predictable operation of the DNS is essential to the stability and security of the Internet, and to the ability of businesses, regardless of their size, to innovate in services and applications and to use the Internet.

The DNS is reliable, when it operates according to the technical protocols that guide its functioning, but it is vulnerable, when someone purposely or accidentally violates these operational assumptions. The Internet purposefully has a distributed architecture. Largely, innovation originates and belongs at the edge of the Internet, not at the core. Introducing abrupt changes into the core of the DNS creates an unpredictability which directly threatens the Internet’s stability. 

The Internet is essential to the way the world communicates today

Today, over half a billion users are on the Internet; and there are already close to 200 million hosts that are largely provided by enterprises, including BC members. As important as the Internet has become already to communications and information access, its full value is only beginning to emerge. Increasingly, the Internet is an infrastructure that is relied upon for information and transactions by NGOs, enterprises, individuals and governments. 

The registry monopoly brings rewards and responsibilities

Registry functions are a small, but critical part of the core infrastructure of the global Internet. They are one of the elements where stable operation is key, so that other functions can operate reliably. The gTLD registry operations are the result of a contract award by ICANN to a single entity to manage the registry service for a single generic TLD.  Such awards are a “natural monopoly”: monopoly status brings specific responsibilities, benefits and certain limitations.

Therefore, the BC supports the need for a clear, defined process to determine whether, when, and how new registry services may be introduced, and what notice and remedy may be necessary.

The rational for an ICANN policy in this area

ICANN’s by-laws tell us its stated mission is “in particular to ensure the stable and secure operation of the Internet's unique identifier systems.” Improperly managed change to these systems disrupts this stable and secure operation.

ICANN, as an international body, is responsible for the framework for policy development governing the gTLD registries and provides and enforces the contracts that allocate the responsibility of operating a registry service for the gTLDs. Of particular importance is the recognition that registries are not necessarily the most affected parties by changes in their operation.

ICANN facilitates consensus. A stable and secure Internet to date results from the established practice that changes that will affect the operational reliability of the DNS take place only after extensive discussion within the Internet technical community, so that bugs can be worked out and a consensus can emerge for or against the change, including how to incorporate it across the Internet.  

Initial recommendations

1. TOR. The GNSO task force Terms of Reference identify four main tasks. The BC have propose some modification to the Out-of-scope constraints of the TOR.

2. Notice is required. Registries wishing to introduce any new services which impact the core of the DNS should be required to provide notice, full technical and administrative description/explanation, and remedy opportunities in order for a proper assessment of impact.

3. Impact self-assessment is not sufficient. It is not sufficient for registries to self-determine whether a new service is compliant with existing contracts, nor whether a new service will impact the stable and secure operation of the Internet. 

4. Streamlined, clear, documented and transparent procedures (while ensuring the ability to maintain any needed documented and needed confidentiality) for prior assessment of any changes are required.

5. Appeals. An appeals process should be available if the interpretations are considered to be too onerous or if the registry operator can demonstrate that there is no significant negative impact on the Internet by the proposed service. 

6. Sponsored gTLDs. Sponsors have established mechanisms within their community of interest, similar to ICANN, to develop and consider changes in the architecture or operation of their gTLD. However, matters, which affect the Internet security and stability at-large are of essence for this PDP. Distinction may be required between new registry services in restricted/sponsored TLDs and unrestricted/unsponsored gTLDs.

7. Cost. Consideration must be given to costs and how they are to be funded. 

The Business Constituency is currently discussing the detail of these recommendations and will provide further input to the GNSO Council shortly. 
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